Errata for Building Scalable Cisco Internetworks (BSCI) (Authorized Self-Study Guide), 3rd Edition

1-58705-22-3-7

Page 108, in the 2nd sentence, change:

the router authenticates the source of each routing update packet that it receives. 

to:

the router authenticates the source of each routing protocol packet that it receives
Page 109, in the 2nd paragraph, change:

the router authenticates the source of each routing update packet that it receives. 

to:

the router authenticates the source of each routing protocol packet that it receives
Page 139, change the paragraph under Example 3-30 from:

The command output illustrates that router R1 has an ID of 192.168.1.101 and is in autonomous system 100. The EIGRP ID is the highest IP address on an active interface for this router.

to:

The command output illustrates that router R1 has an ID of 192.168.1.101 and is in autonomous system 100. The EIGRP ID is the highest IP address on an active interface for this router, unless loopback interfaces are configured, in which case it is the highest IP address assigned to a loopback interface.

Page 313, in the 3rd paragraph on the page, change:

L1 routing occurs within an IS-IS area and is responsible for routing to end systems (ESs) and ISs inside an area.

to:

L1 routing occurs within an IS-IS area and is responsible for routing inside an area.

Page 314, in Figure 6-1, change all 5 instances of “L1-2” to “L1/L2”

Page 316, in the paragraph under the “The ES-IS Protocol” header, change:

Hosts in OSI terminology are called end systems. The End System-to-Intermediate System (ES-IS) protocol permits ESs (hosts) and ISs (routers) to discover one another.

to:

Hosts in OSI terminology are called end systems. The End System-to-Intermediate System (ES-IS) protocol permits end systems (ESs) (hosts) and ISs (routers) to discover one another.

On page 654, in the “Next header” bullet, change:

“It can be a transport-layer packet, such as Transmission Control Protocol (TCP) or User Datagram Protocol (UDP), or it can be an extension header.”

To:

“It can be transport-layer information, such as Transmission Control Protocol (TCP) or User Datagram Protocol (UDP), or it can be an extension header.”

Page 660, in the KEY POINT change: 

extended universal identifier 64-bit (EUI-64)

to:

extended unique identifier 64-bit (EUI-64)

Page 660, in the KEY POINT change:

The seventh bit in the high-order byte is set to 1 (equivalent to the IEEE G/L bit) to indicate the uniqueness of the 48-bit address.

to:

The seventh bit in the high-order byte of the resulting interface ID is set to binary 1 to indicate the uniqueness of the interface ID.

Page 664, change the 3rd paragraph and bullets from:

The format of an IPv6 multicast address is illustrated in Figure 10-10. IPv6 multicast addresses are defined by the prefix FF00::/8. The second octet of the address defines the lifetime (flag) and the scope of the multicast address, as follows:

· The flag parameter is equal to 0 for a permanent, or well-known, multicast address. The flag is equal to 1 for a temporary multicast address.

· The scope parameter is equal to 1 for the interface scope (loopback transmission), 2 for the link scope (similar to unicast link-local scope), 3 for subnet-local scope where subnets may span multiple links, 4 for admin-local scope (administratively configured), 5 for the site-local scope, 8 for the organizational scope (multiple sites), and E for the global scope.

to:

The format of an IPv6 multicast address is illustrated in Figure 10-10. IPv6 multicast addresses are defined by the prefix FF00::/8. The second octet of the address defines the flag and the scope of the multicast address, as follows:

· There are four flag bits; the first is unused. The second bit is the “R” bit and is set to 1 if a multicast rendezvous point address is embedded in the multicast address. The third bit is the “P” bit and is set to 1 if the address is assigned based on the unicast prefix. The fourth bit is the “T” bit and is set to binary 0 if the address is a permanent, or well-known, multicast address, or is set to binary 1 if the address is a temporary multicast address.

· The scope parameter limits how far the multicast address can travel. It is equal to 1 for the interface-local scope (loopback transmission), 2 for the link-local scope (similar to unicast link-local scope), 4 for admin-local scope (administratively configured), 5 for the site-local scope, 8 for the organization-local scope (multiple sites), and E for the global scope.

Page 664, in Figure 10-10:

· change both instances of “111” to “1111” (above the two “F”s)

· change:

Flag =
0 if Permanent

1 if Temporary

to:

“T” Flag =
0 if Permanent

1 if Temporary

· delete “3 = Subnet-Local”

· change:

8 = Organization

to:

8 = Organization-local
Page 665, 1st sentence, change:

The multicast addresses FF00:: to FF0F:: have the flag set to 0 and are reserved.

to:

The multicast addresses FF00:: to FF0F:: have the T flag set to 0 and are reserved.

Page 678, in Example 10-1, add the following as the 2nd line of the example:


ipv6 cef

Page 718, in the expanded term column for EUI-64, change: 

extended universal identifier 64-bit

to:

extended unique identifier 64-bit

